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**О внесении изменений в Указ Губернатора Кировской области от 07.11.2022 № 100 «О дополнительных мерах по обеспечению безопасности информационной инфраструктуры в Кировской области»**

ПОСТАНОВЛЯЮ:

1. Внести в пункт 1 Указа Губернатора Кировской области от 07.11.2022 № 100 «О дополнительных мерах по обеспечению безопасности информационной инфраструктуры в Кировской области» следующие изменения:

1.1. В подпункте 1.3:

1.1.1. Подпункты 1.3.1 и 1.3.2 изложить в следующей редакции:

«1.3.1. Разработать и согласовать с Управлением Федеральной службы по техническому и экспортному контролю по Приволжскому федеральному округу план мероприятий, реализуемых в органе исполнительной власти Кировской области при установлении в отношении принадлежащих ему объектов информационной инфраструктуры уровней опасности проведения целевых компьютерных атак (далее – план мероприятий в органе исполнительной власти), поддерживать его в актуальном состоянии; во вновь создаваемых органах исполнительной власти Кировской области разработать и согласовать с Управлением Федеральной службы по техническому и экспортному контролю по Приволжскому федеральному округу план мероприятий в органе исполнительной власти не позднее шести месяцев со дня создания соответствующих органов исполнительной власти Кировской области.

1.3.2. Обеспечить разработку подведомственными учреждениями и организациями, являющимися субъектами критической информационной инфраструктуры, плана мероприятий, реализуемых в подведомственном учреждении (подведомственной организации) при установлении в отношении принадлежащих ему (ей) объектов информационной инфраструктуры уровней опасности проведения целевых компьютерных атак (далее – план мероприятий в подведомственном учреждении), его согласование с Управлением Федеральной службы по техническому и экспортному контролю по Приволжскому федеральному округу и поддержание его в актуальном состоянии; во вновь создаваемых подведомственных учреждениях и организациях, являющихся субъектами критической информационной инфраструктуры, обеспечить разработку ими плана мероприятий в подведомственном учреждении и его согласование с Управлением Федеральной службы по техническому и экспортному контролю по Приволжскому федеральному округу не позднее шести месяцев со дня создания соответствующих подведомственных учреждений и организаций, являющихся субъектами критической информационной инфраструктуры».

1.1.2. Дополнить подпунктом 1.3.5 следующего содержания:

«1.3.5. В целях сокращения времени доведения информации об установлении (продлении) уровня опасности проведения целевых компьютерных атак на информационную инфраструктуру Российской Федерации и необходимости реализации мер по защите объектов информационной инфраструктуры от опасности проведения целевых компьютерных атак на информационную инфраструктуру Российской Федерации руководствоваться Инструкцией по оповещению субъектов критической информационной инфраструктуры об установлении (продлении) уровня опасности проведения целевых компьютерных атак с использованием многоканальной системы автоматического оповещения «Рупор» (далее – Инструкция), утвержденной Федеральной службой по техническому и экспортному контролю 04.07.2024, осуществлять реализацию мероприятий, предусмотренных Инструкцией».

1.2. В подпункте 1.4 слова «в соответствии с утвержденным руководителем органа исполнительной власти Кировской области планом мероприятий» заменить словами «в соответствии с утвержденным руководителем органа исполнительной власти Кировской области планом мероприятий в органе исполнительной власти и утвержденным руководителем подведомственного учреждения (подведомственной организации) планом мероприятий в подведомственном учреждении».

2. Настоящий Указ вступает в силу со дня его официального опубликования.
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